























































































































Although physically a sl:;ir topology, 10BaseT is sli.ll. electrically, a bus and
to address the “cable break™ weakness of an electrical “bus™ the 10BaseT
standard calls for an intelligent hub that can detect such break and
automatically drop the broken cable segment and reconfigure the bus around
the break, thus retaining network integrity. Ethernet is limited, in either of its

topology to a maximum of 1000 nodes on a single network segment.

3.1.1.2  CSMA/CD

The second defining characteristic of Ethernet is the protocol by which it

allows shared transmission access to the cable. Until such new technologies

as asynchronous transmission mode become standardized and in more

widespread use only a single device can access any baseband network at a

time, Media access protocols are thus necessary to allow multiple deviees (o
share a single medium at once. In Ethernet, this protocol is called CSMA/CD
and requires each station to “listen™ before it transmits, If the line is “busy”,
the station must wait until itisn’t. If two stations happen to listen at the same
time, hear nothing and transmit simultancously, the “collision” results in a
scrambled message, which both stations detect. Each station then waits for a
predetermined yet random period and tries to transmit again. Think of

CSMA/CD as working just like your telephone. Each person can speak only
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when the other is listening. If they both happen to speak at once the message
is garbled, which both recognize and each person waits to listen before

speaking again.

3.1.2 Token Ring

Based on patents awarded to Olof Soderblom of the Netherlands, codified
into standards by TEEE 802.5 subcommittee and popularized by IBM as their
standard local area network, the token ring network is the new guy on the
block, being introduced IBM in the late 80°s. The definitive operational
characteristics of token ring are its dual speeds (4 and 16 Mbps), star/ring

topology and the means it uses to arbitrate access to the transmission

medium, token passing.

3.1.2.1  Topology

The only topology used by the token ring networks is a ring, or complete
circle, that is implemented physically as a star using either active (smart) or
passive (stupid) hubs called media access units (MAUSs), as illustrated in
Figure 3.3. This cabling scheme offers the same advantages of Ethernet’s
10BaseT topology. The reliability of token ring networks is not an issue of

the topology, as with Ethernet, but of the media access method used.





















be thought of as a grou-p of transactions or a logicai unit of work that can be
marked by a beginning, n transactions of a specific type (security,
administration, data request, remote program execution, etc.), and an end.
The functions this layer performs are critically important to client/server
computing and are often embedded, along with transport layer functions, into
the same software, Novell's session control protocol, SPX, is implemented
along with [PX in the same software, while Microsoft's Named Pipes and the
server message block (SMB) protocol used by NetBios perform functions at

this level.

3.2.6 Layer 6: Presentation layer

The top twao layers of the OSI model deal less with networking functions, as |
think of them, but with operating system and application interfaces, and, in
my opinion, the higher you go in the OSI model, the fuzzier the distinctions
get between what function goes into what layer.

The OSI presentation layer is responsible for providing the interfaces
between the application and the various services and resources required by
that application. The difficulty lics in defining "application.” For example,
the OSI model would characterize certain parts of operating systems, GUIs,

and database management software as "applications" in the same sense that



an order cmrﬁ system or word-processing software are applications. This
makes the boundary between layers 6 and 7 somewhat indistinct, leaving
only such low-level functions as the basic input/output system (B1OS), video
drivers, and disk drivers as clearly laver 6 functions. Arguments could be
made for components such as Microsofts MAPI (mail application
programming interface), GUI APIs, the X-Window's protocols, Unix's
"sockets," and possibly database access APIs for categorization as residing in

either layer 6 or layer 7.

3.2.7 Laver 7: Application laver

The top layer is the application itself or that portion with which the user
interacts directly, It is responsible for supporting network applications. The
application layer includes many protocols, ncluding HTTP to support the

Web, SMTP 10 support clectronic mail, and FTP to support file transfer [5).

3.3 Node Components

These are the network components that are installed on both the client and
server nodes that provide physical connection to the network. apply the
appropriate protocols to govern normal network specific communication

between all layers, and, in the case of a database server, provide the network-
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Two primary hardwarc characteristics play a rulc-in the performance of a
network card. the width of the bus interface and the mechanism used to move
data from the card to computer memory. Adapter cards are available in 8-,
16-, and 32-bit versions, and the wider the data path, the faster the card can
transfer data to and from the computer itself. The second factor is the method
used by the card to pass "data" to the computer itself. Programmed 1/0, direct
memory access (DMA), shared memory, and bus mastering are various
techniques used; shared memory and bus mastering are the fastest and most
efficient methods. For client purposes the method used is relatively
insignificant as the throughput is rarely high enough 1o make a noticeable
difference one way or another. This is somewhat more important in adapter
cards meant for servers. By their nature, servers are shared resources that can
normally expect a much higher throughput than can a client with a

corresponding greater need for maximum performance.

3.4 Network Connectivity Components

These include the network components that exist external to the chient and
server platforms and provide the physical connection between the network
adapter cards installed on the client and server nodes. In the simplest possible

two-node Ethemnet network this could be limited to a single piece of wire. In
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* Resource sharing . provide controlled access to the busic shared
resources of the network.

e Administration - the ability to identify and define the authorized users of
the network,, the resources those users can access, the locations of those
users, and other information that aids in controlling and managing access
to network resources.

e Resource management - those functions that allow diagnosis and
correction of problems on both the network and the server, monitoring of
resource utilization, the ability to optimize performance of the server in
specific situations, and provision of capacity planning capabilities. This
arca is on¢ where proprietary approaches often offer vastly superior
functionality over the more open operating systems and network
operating  systems available for industry standard hardware
configurations.

e Faut tolerance - the ability of a server to recover from the failure of one
or more of 1ts components without interrupting service to the network.
There are many different levels and types of fault tolerance. At the lowest
level of fault tolerance is the operating system's ability to survive the
abnormal termination of a program executing within that operating
system. Higher levels of fault tolerance can include error-correcting

memory, disk mirroring (data written (o two disks at same time so that if
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manages the cli.cnt cnnm-:c.:tiun 10 the database cnginc-. translates and transmits
the client request to the engine, accepts and sometimes buffers the request
result, and interacts with the network protocol to transmit those results back
to the client.

This component is often a controlling factor in a database engine's resource
usage and sometimes serves 1o constrain how many clients may be supported
simultaneously, For example, early versions of Oracle for the OS/2 platform
required 256K (256 kbytes of memory) or more for each client connection
due to Oracle's internal architecture. Although this architecture enhanced
performance for a limited number of clients, it served as a significant limit to
the total number of simultaneous connections that could be supported in OS/2
1.x's 16-Mbyte address spaces. In comparison, SQLServer's internal
architecture made effective use of OS2 threads and reentrancy to reduce
resource per connection requirements to less than 60K, therefore trading off
some individual client performance under lightly loaded conditions to the
ability to adequately support a far larger number of simultaneous

connections.

4.4 Distributed Data Access

This function may or may not be present depending on the database software

being used. When present, it will be specific to the database management
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» Password Cornplcxity Vcriﬁcalinn-(‘.nmplcxity- verification checks the
strength of a password to make it harder for a computer vandal to defeat
it. The default password complexity verification routine requires that each
password does the following:

* Bea minimum of four characters in length

* Does not ¢qual to the userID

* Includes at least one alphabetic character, one numeric character, and
one punctuation mark

*  Does not match any word on an internal list of simple words, such as
welcome, account, database, user, and so on

= Differs from the previous password by at least three characters

~ Database Administrator Authentication-Database administrators require a
more secure authentication scheme due to the privileged nature of their
tasks (such as shutting down or starting up a databasc). Additional
authentication can be implemented using the operating system and/or a
password file.

» Operating system-If" the operating system provides a way of segmenting
users into groups such as UNIX or NT, Oracle will recommend DBAs be
placed in a special group. This enables Oracle to have additional

authentication via the group ID to know that a user is a DBA,
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» Usinga Pmﬁswnrd Filc 10 authenticate DBAs-A ;;usswurd file for DBAS is
optional and can be set up using the ORAPWD password utility, The
password file will restrict administration privileges to only the users who
know the password and have been granted a special role. The roles are
SYSOPER. and SYSDBA:

* SYSOPER cnables you to perform STARTUP, SHUTDOWN, ALTER
DATABASE OPEN/MOUNT, ALTER DATABASE BACKUP,
ARCHIVE LOG, and RECOVER and includes the RESTRICTED
SESSION privilege.

»  SYSDBA contains all system privileges with ADMIN OPTION, and the
SYSOPER system privileges; it enables you to perform CREATE

DATABASE and time-based recovery.

5.1.2  External Authentication

External authentication relies on an operating system or network
authentication service. This places control outside of Oracle for password
management and user authentication, although Oracle still identifies the user.
A database password is not required for this type of login. To use this option,
set the parameter OS_ AUTHENT PREFIX in the database init.ora file. This
tells Oracle that any user that has the same prefix as this value is to be

authenticated externally. For example, if the value is set to ops$ and you have
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two users named ops$jones and smith, Oracle does not require a password

from opsS$jones, but 1t does require one from smith. This parameter can be set

to any prefix you want and even can be set to a null string by specifying an
empty set of double quotes. The imitora  parameter

REMOTE_OS_AUTHENT must be set to true (the default 1s false) to enable

Oracle to use the username from a nonsecure connection. This keeps a

potential computer vandal from masquerading as a valid user.

Network authentication is accomplished with the Oracle Advanced Security

(OAS) option and can authenticate users with the following technologies:

* Network Authentication Services (such as Kerberos and SESAME)-
Enable a central source for password management and can enforce
single sign-on using third-party software. A user is created on each
database that she will use and database privileges are assigned to that
user, but the password 1s the reserved word external. This tells Oracle to
identify the user only and enable an external source to authenticate the
password. OAS uses an authentication server that has usernames,
passwords, and hostnames to verify the password. If the password is
authenticated, the user 1s enabled access to the Oracle database.

» Token Devices-A token is a physical device that a user must have to
establish a connection to the database. The token could be a one-time

numeric password that is generated on a device the size of a thick credit
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significantly simpiiﬁcs the admimistration ‘and management  of the
environment.

» There is a large pool of highly skilled technical staff who are available to
provide technical, operational and developmental support.

» Business application software is commercially available from the OEMs

and third-party vendors across a wide range of categories,

6.1.2 The Weaknesses of Centralized Multi-user Architecture

» Technologies are proprietary and with a few exceptions, generally
incompatible across OEM vendors. In some cases this incompatibility even
extends to different model lines from the same vendors.

~ Technology within this category 1s expensive to acquire. Implementation
costs can also be substantial as these platforms often require controlled
environments with raised flooring, massive air and liquid-cooling plants,
sophisticated power distribution and special-purpose fire and water damage
control systems.

~ These technologies require large support staffs of personnel who are highly
skilled in relatively narrow technical disciplines.

~ Third-party business and system applications are commercially available
from only relatively hhmited number of vendors. License fees are generally

based on hardware capacity and are expensive. For example, the mainframe
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The hardware and system software lcchnnlugic-s are simple to understand,
use. maintain and do not require large staffs of highly skilled technical
personnel to provide operational support.

Literally thousands of reasonably priced third-party application, across
hundreds of categories, are commercially available from a large number of
sources.

Third-party applications are generally designed and developed to be easily
used by non-technical users.

The user is in complete and total control of the environment

6.2.2  The Weakness of Distributed Single-User Architecture

» The technologies and applications are targeted to support a single user.

Sharing of data, applications or other resources across many users is
difficult and often unreliable.

Networking and operating system technologies are relatively
unsophisticated and do not provide the control and management facilities or
stability and reliability of more mature multi-user technologies.

The environment is inherently multivendor, with one or more OEMs
providing the hardware, another providing the operating svstem, one or
more others providing networking technology and many others providing

apphcations. This significantly increases the environment’s operational and
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these lessons and prototyped again This process continues until a solution or
set of solutions is identified as those necessary 10 correct the root cause(s) of
the problem(s). Surviving solutions are evaluated in terms of ease of
implementation, negative side effects and byv-products, consequences of
implementation failure, ability of the work team to implement the solution,
cost, and time to implement. The optimal solution is identified and a set of
requirements for implementing that solution(s) documented. The primary
deliverable of this step is a complete description of the solution(s) to be
implemented and  an aciiu-n plan  for their full  development  and

implementation within the workplace.

7.2.2  System Development

The solution definition stage of the system development leg of the project 15
initiated with or very shortly after the beginning of process reengineering and
proceeds in coordination with and support of those activities. It 1s broken into
three basic activities.

Recovering current system design - The first step in this stage is basically a
review of the current systems support being provided within the problem
space and documentation of the current functions, technologies, and
information structures being used by or potentially impacted by the processes

under study The primary deliverable of this step is initial population of a
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design repository with descriptions of information -currcntl_\- maintained and
used.

Determining user needs - This step deals with gaining a thorough
understanding of the problem space and the root causes being identified as
potential opportunities for improvement. A model of the current processes
and workflows and an initial information model of the main business objects
identified as within the problem space is produced to verify understanding
and assist the reengineering effort in quantifying root causes and identifving
potential solutions. Initial prtili‘.;!_\-’l')tl'!-i of human/system interfaces are prepared
in coordination with solution prototyping to determine feasibility, usability,
and suitability of system support for the solutions being analvzed.

Defining functional requirements - This step deals with completion of the
information model, development of a fully specified process or workflow
model of the optimal solution, a completed prototvpe of the automated
functions determined as necessary to support the optimal solution, a fully
documented set of requirements describing the functionality to be provided
by automated systems, and a detailed action plan indicating how the system
to meet those requirements will be developed in coordination with the

solution implementation plan.
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7.2.3 Architecture

The solution definition stage of the architectural leg of the project is initiated
with or very shortly after the beginning of process reengineering and
proceeds in coordination with and support of those activities. 1t is broken into
three basic activities

Reviewing current technologies - The first step in this stage is basically a
review of the technologies in use. Current workstation hardware and software
are cataloged and evaluated for obsolescence and compliance with enterprise
standards  Network cnnnccli\'i't.\' and current system platform technologies
are assessed and evaluated against enterpnise plans and directions, and
potential external interfaces are identified and researched

Determining appropriate technologies - This step compares currently used
technologies against enterprise directions and plans, evaluates the potential of
both current and potential replacement technologies to meet the requirements
of the optimal solutions being developed within the reengineering leg,
prototypes viable solutions, and selects and installs appropriate technologies
10 meet the needs of those solutions

Development tool selection - In coordination with the system development
leg, potential development tools and technologies are evaluated against the
projected needs of the optimal solutions being defined within the

reengineering leg and appropriate development tools and technologies are
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Testing the application - This activity involves !hul integration (1e, module
1o module), system (1.¢. function to function). and performance (ie..
benchmarking) testing of the application. Final usability, functionalitv, and
acceptance testing is performed with the imtial set of designated mentors in
coordination with the reengineering leg.

Constructing and testing conversion functions - This activity, which often
runs concurrently with the other development activities, task-codes and tests
the conversion functions necessary to effect migration of data and

functionality from the previous system (if any) to the new system.

7.3.3  Architecture

The solution development stage of the architectural leg 1s concerned with the
physical design and specification of the application and database. the
physical design, construction, and testing of all interfaces to external systems,
the installation, integration, and testing of any new workstation, server, or
networking technologies being used: and the development and documentation
of a complete conversion plan. Tt is broken into six basic activities.
Completing the physical database design - Implement the final logical
database design as specified. Prototype and benchmark the application's
known high'-volume and heavy-use data access patterns. Generalize logical

database design. and make adjustments in planned redundancy, indexes, and
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Preparing for production turnover - Prepare péuductinn or operational
turnover documentation and operational procedures in accordance with
existing enterprise standards for operational systems.

Installing and integrating technology - Coordinate the installation,
integration, and testing of any new workstation, software, server, or network

technologies required implementing the optimal solutions.
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Chapter 8  System Design

In chapter 7. 1 have introduced some methods in how to develop a
client/server application. So by studying these methods, I have come to a
conclusion on how my client/server application will be and what are the
modules T wanted to include in my chent/server application. In this chapter, 1
will introduce in detail about my svstem models and the modules in this

system.

8.1 System and Application Design

Software design is a process of devising and documenting the overall
architecture for a software system. It includes identifving the major
components of the system, specifying what they are to accomplish and
establishing the interfaces among the components. Design is the first step in
the process of transforming the requirements into a close representation of the
eventual function software. It is also includes lower work such as detailed
specification of data structures and algorithms within the identified
components

In this project, the purposes of this phase are:

* To transform requirements into working system.

* To determine a set of components and intercomponent interfaces that

satishies a specified set of requirements.
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Figure 9.19: Testing the connection between Oracle Server and Oracle Client

Until this phase, the configuration of NET8 was successfully done and has
been test for its connectivity. So I can say that the configuration of the Oracle
Server and Oracle Client have been also successfully done correctly, The
process of configuring the server and client is not too difficult, if to compare
with the process of understanding the notes given on how to configure the
client and the server. But after one can understand the notes, it will be sure
easy for him to configure the connection because all of the configurations
were in graphical user interface. In the next chapter, I will discuss on how to

make a connection string from Visual Basic to Oracle Server.
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Chapter 11  System Evaluation

This chapter states all the problems faced throughout the development of
FSKTM Multimedia Database application. A list of the strengths and

limitations of this application are also presented.

11.1 Problems Faced and Solutions

Various problems were encountered throughout the development of the
FSKTM Multimedia Database application. The problems and the approaches

taken to solve them are documented in the following sections,

11.1.1 Lack Of Knowledge In Establishing Connection

This is the major problem faced, as | have never been taught on how to
connect two computers together in a client-server environment. What 1 have
been taught are only theories about establishing connection but not the
practical.

So what I have done was surfing the Internet to look for help and information
about establishing client-server on Oracle. | have been also doing a lot of
studies about the Oracle client-server establishment by borrowing books from
the library and also by approaching some outsiders who are already have

working experiences.

11.1.2 Lack Of Knowledge In Programming Language

The next problem that makes me become even more worried is about using
the programming language. This is because; there are only a few numbers of
examples and information on how to retrieve data from Oracle database
through OO40 (Oracle Object for OLE) via Microsoft Visual Basic 6.0.

The only solution to this problem was to approach some I'T personnel from
various companies who have been using the OO40 and have deep knowledge
about it.
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