













































































v. Be able to search information

Search function in two modules: announcement and task management will
help the user to retrieve useful and meaningful information they need from

the database in fast and convenient way.


















































































































A good network firewall consists of at least five hardware elements: the
device that connects the network to the internet (that is, ISDN, or a CSU/DSU)

modem, an external router, a computer for unsecured Web serving. Figure 2.5

illustrates this firewall architecture:-

The Demilitarized Zone
" Barrier Unsafe
Router ( Host
3]
E
5]
G Internal
® Router
=
Desktop
Computers
Figure 2.5: Firewall architecture
Encryption

The highest level of security is encryption. Encryption secures data

during transfer and storage even if authentication and filtering techniques have

failed. Encryption is also the scrambling of information to make it completely
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many COM-compliant data sources available to them. (Kurt Cagle, Mike
Gunderloy, Noer Jerke, A.Rushell Jones, Evangelos Petroutsos, 2001)

When a user visits a Web site and requests a normal HTML file, the Web
server simply retrieves the file from the computer’s hard drive or memory and
sends the file to the user’s browser. The browser interprets the HTML content of
the file and the visitor sees the Web page.

When someone requests a normal HTML page, the Web server doesn’t
care about the content of the file. The Web server’s role is to simply retrieve the
appropriate file without processing it. All the work of interpreting the content of
the file is performed by the user’s web browser.

On the other hand, when someone requests an ASP page, the Web server
takes a more active role. Before the file is sent to the user’s Web browser, it is
first processed by the Web server. The Web server interprets and executes any
scripts in an ASP page before sending it to the user’s browser.

ASP is not available as an Open Source in the current market. However, it
is quite competitive in the market as it is easy to be developed and cater for fast

changing needs of most of businesses and organizations.

2.20.3.2 Java Server Page (JSP)
Java Server Page (JSP) is a technology for controlling the content or
appearance of web pages through the use of servles, small program that are
specified in the web page and run on the web server o modify the web page

before it is sent to the user who requested it. Sun Microsystems, the developer of

Java, also refers to the JSP technology as the servlet API.
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» Internet-ready

Windows 2000 Server will enable organizations to readily pursue
Internet-based solutions and opportunities. With comprehensive Web,
security and communication technologies built-in, and the scalability
and performance to handle the demands of Internet traffic, Windows

2000 Server delivers a unique, Internet-enabled platform on which to

take advantage of the Business Internet.

Windows 2000 Server comes with the built-in Web services of Internet
Information Services 5.0 (IIS), and support for the Internet
development language XML. Integrated communications services, such
as Virtual Private Networking and Remote Access Services, coupled
with comprehensive security options, enable you to securely connect

mobile employees, branch offices, partners and customers to your

network.

More Reliable

Windows 2000 Server will enable organizations to minimize network
interruptions to end-users. With System architecture improvements for
higher server uptime, fault tolerant and redundant systems for increased
availability, and online configuration and maintenance capabilities,
Windows 2000 Server delivers you the confidence that your servers

will be up and running, and your organization will be open for business.
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first, which is to say they may choose to deliver the most important
functionality to the customer first. Each stage can use V-shape,
prototype or waterfall model to develop the requirement for this stage.
(In our project, we use waterfall model with prototyping).
Regardless what kind of model is used in each stage, the product
with certain features must be done at the end of the stage. This
enables system to be developed according to user’s requirements.
Figure 3.2 demonstrates the incremental approaches in Phase

Development Model.

1% Stage 2d Stage 31 Stage

Figure 3.4: Incremental approach in Phase Development Model

2) Phased development reduces the cycle time of software
development. The system is designed and delivered in small pieces,
enabling users to have the basic functionalities while others are being

developed.

3) Training can begin on an early release. The training process allows

developers to observe and response to user’s needs and working style
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System
Testing

7.1 Objective
7.2 Testing Strategy
7.3 Test Cases

7.4 Conclusion






7.2.1 Unit Testing

[n this stage, testing will be concentrated on the individual components of the
system for testing. Testing of each individual component is done independently without
other system components, to verify that they operate correctly. For example, this
component might perform task like checking valid input value.

During development phase, thousands lines of codes are written and debugged.
Simply testing just by writing expressions in a debugger is not sufficient for testing. Test
cases must be written in order to demonstrate that the program works.

Three category types of unit testing were applied for this Intranet system’s unit

level testing: Ad hoc, white box, and black box testing.

7.2.1.1 Ad Hoc Testing

Ad Hoc or ad lib testing means simply play with the functioning unit, trying
whatever comes to their mind, in attempt to make it fail. This type of testing was a fast
and efficient way of debugging code errors during the early development stage. The
disadvantage of Ad Hoc testing is it usually finds many errors and never be sure what

was or was not to be tested.

7.2.1.2 White Box Testing

The main purpose of white box testing is to check for missing function. It
focuses mainly on the idea of coverage. Thus, it involved in analyzes the structure of the
code and use knowledge about the structure of a component to derive test data. The

advantage of white box testing is that an analysis of the code can be used to find out how
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7.4 Conclusion

Testing on the whole system had been done successfully. Every system that is
build should perform testing to make sure the functionality has run correctly and meets
the user’s requirement.

The testing steps for the whole system are shown as below.

Component code

} ) ' l

Unit test Unit test Unit test Unit test

*0e s see w

TS, X

Integration test

Integrated module
A 4

Function test

| Functioning system

System test <
y ' Performance test

r

software
‘ Acceptance test ¢

Accepted system

# Verified, validated

r

Installation test

Figure 7.1 Testing Steps



























8.3 System Limitation

Due to the experience, skills poorness, and time constraints, this system contains some

inaccuracies and omissions. It does not support all the function that is provided by a

commercial Intranet system. System limitation for the Intranet system is listed as below.

Performance Dependents On Network

The overall performance of this Intranet system is depends heavily on the
user’s network connection or transmission line. Heavy traffic jam on
network will eventually lengthen the loading time of the web page.
Another important factor affect the system performance is the speed of
user’s modem. Low speed modem will eventually discourage the user in

using this Intranet system.

Not Support Multiple Language

The current developing system is only limited to one language (English)
only. This is due to the time limitation. But it still can be enhance to
support more languages to adapt to different environment will use

different languages.

Not Provide Help Module

Help module is not implemented in this system due to the time constraint.
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8.4 Future Enhancement Of The System

System development has no boundaries as new requirements and better implementation
methods continue to arise and evolve. Enhancement should be made to improve the
system limitations. Here are some future enhancement’s suggestions that can extend the

usability of the current developed Intranet system.

* Security Issues
Due to this system is an Intranet system for small and medium-sized
company, it should keep all the important confidential information in
highly confidential place. Currently, the Intranet system security level is
still under average level. Therefore, there are some suggestions 1o
enhance the security of the Intranet system as showed below.
1. Installing a firewall in order to prevent any unauthorized user to
access 1o the Intranet system.
2. Use encryption to protect other user to view the important data
when the data is transforming through the Intranet network.
3. Use digital signature to provide method to associate the message
with the sender. It can use to verify to sender identification
4. Enhance the database security control

5. Improve security of web server
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