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Glossary of Terms

Anomaly – Deviation from a known behavior or characteristic.

Audit logs – Computer records that historically lists the activity performed by a user or system process.

Audit preprocessing – Activity done to remove irrelevant or erroneous data found in audit logs.

Back doors – Computer programs that are written to bypass the access control mechanisms of an operating system.

Behavior-based – A category of detection methods used in an Intrusion Detection System.

Buffer overrun – A condition that occurs as a result of the memory or buffer space used by a process exceeding its limits or boundaries.

Classification errors – Mistakes done by the Intrusion Detection System in its detection process.

Cracker – A category of attacker whose intent is usually to compromise or cause damage to a computer system.

Detection methodology – Method used by an Intrusion Detection System to detect intruders.

False positive – A misidentification of an intrusion.

False negative – A failure to identify an intrusion.

finger – A UNIX program that generates a list of users currently connected to a computer system.


IDS administrator – The person directly responsible for the configuration and maintenance of an Intrusion Detection System. Also responsible to respond to alerts given by the IDS. Usually the system administrator.

IMS – Intrusion monitoring system. Same as IDS. See Intrusion Detection System below.

Intruder – Person or process that attempts illegal access to system, or compromise of a computer system or its contents.
**Intrusion Detection System** – A security software that is used to detect intrusions and alert the IDS administrator of the intrusion. It might also preempt the intrusion from completing.

**Knowledge-based** – A category of detection methods used in an Intrusion Detection System.

**lpr** – The printing program used in the UNIX operating system.

**passwd** – The name of the password file used in the UNIX operating system.

**Preemption** – A process of interfering with an intrusion attempt to prevent it from successfully completing.

**Privilege** – Access or rights given to users or processes.

**RTID** – Real-Time Intrusion Detector

**Scanners** – A type of Intrusion Detection System that attempts to locate intruders offline. It does not operate in real-time.

**sendmail** – The program that allows the sending, receiving, and managing of E-mail used in the UNIX operating system.

**Superuser** – A level of privilege that allows unlimited and unrestricted access to the computer system.

**System objects** – primitive and most basic commands used by a particular operating system to complete a process.